
BGSBU Observes Safer Internet Day 

 

 

Rajouri, February 11: Baba Ghulam Shah Badshah University (BGSBU) observed Safer 
Internet Day with an awareness program organized by the Centre for Multidisciplinary 
Studies and Research. The event aimed to educate students and faculty about 
cybersecurity, digital responsibility, and safe internet practices. 

Vice Chancellor Prof. Jawaid Iqbal, in his message, emphasized the critical role of digital 

literacy in today’s technology-driven world. He reiterated the university’s commitment to 

fostering a secure and informed digital environment, urging students to stay vigilant against 
cyber threats, misinformation, and online fraud. 

The event featured insightful presentations by Dr. Qamar Rayees Khan, Head, Department 
of Computer Applications, and Dr. Manmeet Singh, Assistant Professor, Department of 
Information Technology Engineering, both esteemed experts in their respective fields. 

Dr. Qamar Rayees Khan delivered an in-depth session on cybersecurity fundamentals and 
emerging digital threats. He provided a detailed analysis of the risks associated with data 
breaches, malware attacks, and phishing scams, emphasizing the importance of robust 
cybersecurity measures for individuals and organizations. Dr. Khan also shed light on ethical 
hacking, encryption techniques, and the need for strong password management to 
safeguard personal and professional data. 

Dr. Manmeet Singh focused on practical strategies for digital safety and responsible internet 
usage. He explained the importance of cyber hygiene, including two-factor authentication, 
recognizing suspicious links, and avoiding social engineering attacks. He also discussed the 
growing concerns around AI-driven cyber threats, misinformation, and digital identity 
protection. His session provided attendees with hands-on knowledge and tools to enhance 
their cybersecurity awareness. 

Dr. Danish, Coordinator, CMSR stressed the significance of responsible internet usage, 
especially in academic and professional settings.  

The program witnessed enthusiastic participation from students, researchers, and faculty 
members, who actively engaged in discussions and shared their perspectives on digital 
security challenges. The event concluded with an interactive Q&A session, where attendees 
explored real-life cybersecurity concerns and best practices for online safety. 
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